
Proposed Change to Wireless Services Policies: 

 

Current Policies: 

 Wireless services offered by SCLS are not intended or designed to be a replacement for network 
cabling 

 Business-critical devices on the SCLS network should be wired 
 Non-wireless devices will not be retrofitted to become wireless devices 
 Desktop PCs can be wireless with some limitations 

Current Network Access Policies: 

 Patrons may not use SCLS PCs configured as SCLS Staff PCs. 
 Neither Staff nor Patrons may attach non-SCLS-supported devices to the SCLS network. 
 Software requiring elevated user privileges cannot be installed on SCLS-supported devices. 

 

Proposed Addition to Access Policies: 

 Neither staff nor patrons may extend or modify SCLS wired or wireless network access 
using non-SCLS supported devices without explicit consent from the SCLS Network 
Administrator. These devices include but are not limited to: 

 switches 

 hubs 

 routers 

 wireless access points 

 wifi extenders, boosters, or repeaters 

 packet capture appliances 
 

https://www.scls.info/wireless-desktop-pcs-faq

